Практическая работа № 4

«ЗАКОНОДАТЕЛЬСТВО РФ В ОБЛАСТИ ИНФОРМАЦИОННОЙ БЕЗОПАСНОСТИ»

* 1. Перечислите основные нормативные акты РФ, связанные с правовой защитой информации.
* Федеральный закон от 27.07.2006 № 152-ФЗ "О персональных данных"
* Федеральный закон от 27.07.2006 № 149-ФЗ "Об информации, информационных технологиях и о защите информации"
* Федеральный закон от 06.04.2011 № 63-ФЗ "Об электронной подписи"
* Федеральный закон от 29 июля 2004 г. N 98-ФЗ «О коммерческой тайне» (с изменениями от 2 февраля, 18 декабря 2006 г., 24 июля 2007 г.)
  1. В тексте какого закона приведена классификация средств защиты информации?

В федеральном законе от 27 июля 2006 года № 149-ФЗ (ред. от 29.07.2017 года) «Об информации, информационных технологиях и о защите информации», статья 7, п. 1. и п. 4.

* 1. Какие государственные органы занимаются вопросами обеспечения безопасности информации и какие задачи они решают?

Главным является Президент РФон возглавляет государственные органы обеспечения безопасности**,** руководит Советом безопасности и утверждает указы, касающиеся обеспечения безопасности информации в государстве.

Органом исполнительной власти является Совет Безопасности. В состав Совета Безопасности входит Межведомственная комиссия по ИБ, осуществляющая подготовку указов Президента и координирующая деятельность министерств и ведомств в области информационной безопасности.

Государственная техническаякомиссия является рабочим органом Межведомственной комиссии по информационной безопасности при Президенте РФ. Она занимается подготовкой проектов и законов, разработкой нормативных документов, организацией сертификации средств защиты информации, лицензированием деятельности в области средств защиты и обучения специалистов по защите информации.

ГТК обеспечивает также работу Межведомственной комиссии по защите государственной тайны. На Межведомственную комиссию по защите государственной тайны возложена задача руководства лицензированием предприятий, учреждений и организаций, связанных с использованием сведений, составляющих государственную тайну, с созданием средств защиты информации, а также оказанием услуг по защите государственной тайны. Кроме того, эта комиссия осуществляет координацию работы по организации сертификации средств защиты информации.

* 1. Назовите основные положения Доктрины информационной безопасности РФ.
* Обеспечение и защита прав и свобод граждан в части получения и использования информации, неприкосновенность частной жизни, а также сохранение духовно-нравственных ценностей.
* Бесперебойное функционирование критической информационной инфраструктуры (КИИ).
* Развитие в России отрасли ИТ и электронной промышленности.
* Доведение до российской и международной общественности достоверной информации о государственной политике РФ.
* Содействие международной информационной безопасности
  1. Назовите составляющие правового института государственной тайны.

Правовой институт государственной тайны включает в себя:

1) сведения, относимые к определенному типу тайны (а также принципы и критерии, по которым сведения классифицируются как тайна);

2) режим секретности (конфиденциальности) — механизм ограничения доступа к указанным сведениям, т. е. механизм их защиты;

3) санкции за неправомерное получение и (или) распростра­нение этих сведений.

* 1. В каких случаях нельзя относить информацию к государственной тайне?

Не подлежат отнесению к государственной тайне и засекречиванию сведения:

(в ред. Федерального закона от 06.10.1997 N 131-ФЗ)

O чрезвычайных происшествиях и катастрофах, угрожающих безопасности и здоровью граждан, и их последствиях, а также о стихийных бедствиях, их официальных прогнозах и последствиях;

о состоянии экологии, здравоохранения, санитарии, демографии, образования, культуры, сельского хозяйства, а также о состоянии преступности;

о привилегиях, компенсациях и социальных гарантиях, предоставляемых государством гражданам, должностным лицам, предприятиям, учреждениям и организациям;

O фактах нарушения прав и свобод человека и гражданина;

о размерах золотого запаса и государственных валютных резервах Российской Федерации;

О состоянии здоровья высших должностных лиц Российской Федерации;

О фактах нарушения законности органами государственной власти и их должностными лицами.

* 1. Какая система обозначения сведений, составляющих государственную тайну, принята в РФ?

1. Для служебного пользования (ДСП)

2. Секретно (С)

3. Совершенно секретно (СС)

4. Особой важности (ОВ)

* 1. Назовите группу видов ущерба, возникающего при утечке сведений, составляющих государственную тайну.
* Политический ущерб
* Экономический ущерб
* Моральный ущерб
  1. Дайте определение системы защиты государственной тайны и укажите ее составляющие.

Система защиты государственной тайны – совокупность органов защиты государственной тайны, используемых ими средств и методов защиты сведений, составляющих государственную тайну, и их носителей, а также мероприятий, проводимых в этих целях.

**Сведения, составляющие государственную тайну**

* сведения в военной области
* сведения в области экономики, науки и техники
* сведения в области внешней политики и экономики
* сведения в области разведывательной, контрразведывательной и оперативно-розыскной деятельности.
  1. Что в соответствии с законодательством РФ представляет собой засекречивание информации.

Засекречивание информации — это совокупность организационно-правовых мер, регламентированных законами и другими нормативными актами, по введению ограничений на рас­пространение и использование информации в интересах ее собст­венника (владельца).

* 1. Перечислите основные принципы засекречивания информации.
* Законность засекречивания информации. Она заключается в осуществлении его строго в рамках действующих законов и других подзаконных нормативных актов.
* Обоснованность засекречивания информации. Путем экспертной оценки устанавливается целесообразность засекречивания конкретных сведений и вероятных экономических или иных последствий этого акта, причем делается это исходя из баланса жизненно важ­ных интересов личности, общества и государства.
* Своевременность засекречивания информации. Это означает установление ограничений на распространение секретных сведений с момента их получения (разработки) или заблаговременно.
* Подчиненность ведомственных мероприятий по засекречиванию информации общегосударственным интересам.
  1. Что понимается под профессиональной тайной?

Профессиональная тайна – защищаемая по закону информация, доверенная или ставшая известной лицу исключительно в силу исполнения им своих профессиональных обязанностей, не связанных с государственной или муниципальной службой, распространение которой может нанести ущерб правам и законным интересам другого лица, доверившего эти сведения, и не являющаяся государственной или коммерческой тайной.

* 1. Какие виды профессиональных тайн вам известны?

Врачебная тайна, адвокатская тайна, нотариальная тайна, банковская тайна, тайна связи.

* 1. В чем заключается разница между понятием «конфиденциальная информация» и «тайна»?

Конфиденциальная информация - информация, являющаяся конфиденциальной, то есть «не подлежащей огласке, секретной». Это понятие равнозначно с понятиями тайны или секрета.